Configuration needed at CM2.2

🡺set new password for admin after deployment of fresh CM

🡺create new user

🡺add this user to KeyUser Group

🡺Create certificate for client and server using CN name same as username using Root CA

🡺Setup KMIP interface

🡺Enable Hard delete should be checked

🡺Generate token

🡺register token should be checked

🡺select auth request is optional

🡺upload three certificates in order

🡺Signed Server Certificate

🡺CA certificate

🡺server key